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and the Senate then resume consider-
ation of S. 2248, the FISA legislation. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

f 

ORDER FOR ADJOURNMENT 

Mr. BROWN. Mr. President, if there 
is no further business, I ask unanimous 
consent that following the remarks of 
Mr. DODD, the senior Senator from 
Connecticut, the Senate then stand ad-
journed under the previous order. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Connecticut. 

f 

FISA 

Mr. DODD. Mr. President, let me 
begin my remarks, I know tomorrow 
we are going to begin more formal de-
bate on the FISA legislation. This is to 
be a continuation of the effort, for 
those who wonder what this is, this is 
the Foreign Intelligence Surveillance 
Act. This was the debate which was the 
last item of debate before the holiday 
break back in mid-December. 

The legislation was withdrawn and 
was not completed. Senator ROCKE-
FELLER, Senator BOND, the chairman 
and the ranking Republican, and mem-
bers of the Intelligence Committee, 
Senator LEAHY, Senator SPECTER, and 
members of the Judiciary Committee, 
Republicans and Democrats have 
worked on this legislation. 

I wish to begin my comments by 
thanking them for their efforts on try-
ing to develop a piece of legislation 
that would reflect the realities of 
today. 

There has been some history of this 
bill. My intention this evening is to 
spend some time talking about a sec-
tion of this bill dealing with retro-
active immunity, which my colleagues 
and others who followed this debate 
know I spent some 10 hours on the floor 
of this body back in December express-
ing strong opposition to that provision 
of this bill; not over the general thrust 
of the bill. 

The Foreign Intelligence Surveil-
lance Act is critically important to our 
country. It provides a means by which 
you can have a proper warrant ex-
tended or given out by governmental 
authorities to collect data, informa-
tion, critical to our security. 

For those who know the history of 
this, it dates back to the 1970s as a re-
sult of the Church Committee’s efforts 
revealing some of the egregious activi-
ties of the Nixon administration in lis-
tening in, eavesdropping, wiretapping, 
without any kind of court order, war-
rant or legal authorities. 

So the Congress, working in a bipar-
tisan fashion, I think almost unani-
mously adopted the Foreign Intel-
ligence Surveillance Act in the late 
1970s. Since that time, this bill has 
been amended I think some 30 or 40 

times, maybe more, I know it has been 
a number of times over the years. In 
nearly every instance, almost unani-
mously amended to reflect the changes 
over the years and the sophistication 
of those who would do us harm or dam-
age, as well as our ability to more care-
fully apprehend or listen in or gather 
information that could help us protect 
our Nation from those who would do us 
great harm. 

That is a very brief history of this. 
We are once again at a situation to try 
and modernize and reflect the needs of 
our Nation. There is a tension that 
that exists between making sure we are 
secure and safe and simultaneously 
doing it in a manner in which we pro-
tect the basic rights of the American 
citizens. 

There has been this tension through-
out our history. But we are a nation 
grounded in rights and liberties. It is 
the history of our country. It is what 
made us unique as a people going back 
more than two centuries. 

Over the years, we have faced very 
significant challenges, both at home 
and abroad. So we have had a need to 
provide for the means by which we col-
lect data and information that would 
protect us, to make us aware of those 
who would do us harm, and yet simul-
taneously make sure that in the proc-
ess of doing that, we do not abandon 
the rights and liberties we all share as 
Americans. The Constitution does not 
belong to any political party. I have 
said that over and over again. Cer-
tainly today, as we debate these issues 
involving the FISA legislation, I hope 
everyone understands very clearly my 
objections to the provisions of this bill 
have nothing to do whatsoever with 
the important efforts to make it pos-
sible for us to collect data that would 
keep us safe, but I feel passionately 
that we not allow this vehicle, this 
piece of legislation, to be used as a 
means by which we reward behavior 
that violated the basic liberties of 
American citizens by granting retro-
active immunity to telecom companies 
that decided, for whatever reason, to 
agree, at the Bush administration’s re-
quest, to provide literally millions of 
telephone conversations, e-mails, and 
faxes, not for a month or 6 months or 
a year but for 5 years, in a concerted 
effort contrary to the law of our land. 

So that is what brings me to the 
floor this evening. It is what brought 
me to the floor of this body before the 
holiday recess, talking and expressing 
my strong opposition to those provi-
sions of this legislation. There are 
other concerns I would point out about 
this bill that other Members will raise. 
Senator FEINGOLD has strong objec-
tions to certain provisions of this legis-
lation, others have other ideas I am 
confident have merit. 

But I commend Senator ROCKE-
FELLER and Senator BOND. They have 
done the best job, in many ways, of 
dealing with these sets of questions. 
But why in the world we decided we are 
going to grant retroactive immunity to 

these telephone companies is what 
mystifies me, concerns me deeply, be-
cause of the precedent-setting nature 
of it. 

There are those who would argue 
that in order for us to be more secure, 
we must give up some rights, that you 
have to make that choice. You cannot 
be secure, as we would like to be, if we 
are unwilling to give up these rights 
and liberties. 

I think this false dichotomy is dan-
gerous. In fact, I think the opposite is 
true. In fact, if you protect these rights 
and liberties, that is what makes us 
more secure. Once you begin traveling 
down that slippery slope of deciding on 
this particular occasion we are going 
to walk away from these rights and 
these liberties, once you begin that 
process, it gets easier and easier to do. 

In this case, we are talking about 
telecom companies. We are talking 
about communications between private 
citizens, e-mails, faxes, phone con-
versations. Why not medical informa-
tion? Why not financial information? 
When is the next example going to 
come up where companies that knew 
better, not should have known better, 
knew better, in my view. 

One of the companies that may have 
complied with the Bush administra-
tion’s request, in fact, was deeply in-
volved in the drafting of this legisla-
tion in the 1970s, in putting the FISA 
bill together. This was not some first 
year law school student who did not 
know the law of the land in terms of 
FISA, they knew the law, they under-
stood it. 

In fact, there are phone companies 
that refused to comply with the re-
quest of the Bush administration ab-
sent a court order. Those companies 
said: Give us a court order, we will 
comply. Absent a court order, we will 
not comply. 

So there were companies that under-
stood the differences when these re-
quests were made more than 5 years 
ago. 

So this was not a question of ‘‘every-
body did it,’’ the same argument that 
children bring to their parents from 
time to time, or ‘‘we were ordered on 
high,’’ in what is known as the Nurem-
berg defense which asserts that there 
were those in higher positions who said 
we ought to do this. That was the de-
fense given in 1945 at the Nuremberg 
trials by the 21 defendants who claimed 
they were only obeying orders given by 
Hitler. Though this situation before us 
is obviously enormously different, a 
similar argument, that the companies 
were ordered to do this, defies logic and 
the facts of this case. 

With that background and the his-
tory of the FISA legislation—and there 
are others who will provide more de-
tail—let me share some concerns about 
this particular area of the law. I will be 
utilizing whatever vehicles are avail-
able to me, including language I will 
offer to strike these provisions, to see 
to it that this bill does not go forward 
with retroactive immunity as drafted 
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in the legislation included in the bill. I 
rise, in fact, in strong opposition to the 
retroactive immunity provisions of the 
Foreign Intelligence Surveillance Act 
as passed by the Intelligence Com-
mittee. I strongly support the Leahy 
substitute to the current legislation. It 
is my hope the Senate adopts this im-
portant measure. If it does, it will 
solve this particular problem. However, 
I am concerned that, once again, we 
will return to a Foreign Intelligence 
Surveillance Act that will grant retro-
active immunity to telecom compa-
nies. 

As my colleagues know, I have 
strongly opposed retroactive immunity 
for the telecommunications companies 
that may have violated the privacy of 
millions of our fellow citizens. Last 
month, I opposed retroactive immunity 
on the Senate floor for more than 10 
hours. The bill was withdrawn that 
day, but I am concerned that tomorrow 
retroactive immunity will return, and I 
am prepared to fight it again. 

Since last month, little has changed. 
Retroactive immunity is as dangerous 
to American civil liberties as it was 
last month, and my opposition to it is 
just as passionate. The last 6 years 
have seen the President—the Bush ad-
ministration’s pattern of continual 
abuses against civil liberties. 

Again, if this were the first instance 
and it went on for a few months, a 
year, these companies acquiescing to 
an administration’s request, an admin-
istration that had made it its business 
to protect the basic liberties of Ameri-
cans throughout its terms in office, I 
would not be standing here. I am not so 
rigid, so doctrinaire that I am unwill-
ing to accept that at times of emer-
gency such as in the wake of 9/11, you 
might have such a request being made 
by an administration—not that I think 
it is right, but it could happen. I would 
say if it did and a handful of companies 
for a few months or a year, even, com-
plied with it and went forward, I 
wouldn’t be happy about it, but I would 
understand it. But that is not what 
happened here. That is not what this 
administration has been involved in. 
From Guantanamo, from Abu Ghraib, 
from rendition, secret prisons, habeas 
corpus, torture, a scandal involving the 
Attorney General’s Office, the U.S. at-
torneys offices around the country— 
how many examples do you need to 
have? How many do we have to learn 
about to finally understand that we 
have an administration regrettably 
that just doesn’t seem to understand 
the importance of the rule of law, the 
basic rights and liberties of the Amer-
ican public? 

My concern is that we had a pattern 
of behavior, almost nonstop, going on 
some 6 years and still apparently ongo-
ing today. Then add that to the fact 
that this collection of data, this collec-
tion of information went on not for 6 
months or a year but for 5 long years 
and would have continued, had there 
not been a story in the media which 
uncovered, through a whistleblower, 

that this was going on. It would still be 
going on today, despite the absence of 
any court order, or a warrant being 
granted by the FISA courts. There is a 
pattern of behavior that is going un-
checked, and behavior went on for 
more than 5 years. That is why I stand 
here, because I am not going to tol-
erate—at least this Member is not—ac-
cepting these abuses and granting ret-
roactive immunity. It is, once again, a 
walking away from this problem, invit-
ing even more of the same in the com-
ing days. 

It is alleged, of course, that the ad-
ministration worked outside the law 
with giant telecom corporations to 
compile Americans’ private domestic 
communications—in other words, a 
database of enormous scale and scope. 
Those corporations are alleged to have 
spied secretly and without warrant on 
their own American customers. 

Here is only one of the most egre-
gious examples. According to the Elec-
tronic Frontier Foundation: 

Clear, first-hand whistleblower documen-
tary evidence [states] . . . that for year on 
end every e-mail, every text message, every 
phone call carried over the massive fiber- 
optic links of sixteen separate companies 
routed through AT&T’s Internet hub in San 
Francisco—hundreds of millions of private, 
domestic communications—have been . . . 
copied in their entirety by AT&T and know-
ingly diverted wholesale by means of mul-
tiple ‘‘splitters’’ into a secret room con-
trolled exclusively by the NSA. 

Those are not my words; those are 
the words of the Electronic Frontier 
Foundation. To me, those facts speak 
clearly. If true, they represent an out-
rage against privacy, a massive be-
trayal of trust. 

I know many see this differently. No 
doubt they do so in good faith. They 
find the telecoms’ actions defensible 
and legally justified. To them, immu-
nity is a fitting defense for companies 
that were only doing their patriotic 
duty. Perhaps they are right. I think 
otherwise, but I am willing to concede 
they may be right. 

But the President and his supporters 
need to prove far more than that. I 
think they need to show that they are 
so right and that our case is so far be-
yond the pale that no court ever need 
settle the argument, that we can shut 
down the argument here and now. That 
is what this will do. It will shut down 
this argument, and we will never, ever 
know what data was collected, why, 
who ordered this, who was responsible, 
if we grant retroactive immunity. 

Retroactive immunity shuts the 
courthouse door for good. It settles the 
issue with politicians, not with judges 
and jurist, and it puts Americans per-
manently in the dark on this issue. Did 
the telecoms break the law? I have my 
own strong views on this but, candidly, 
I don’t know. That is what courts exist 
for. Pass immunity, and we will never 
know the answer to that question. The 
President’s favorite corporations will 
be unchallenged. Their arguments will 
never be heard in a court of law. The 
truth behind this unprecedented do-

mestic spying will never see the light 
of day. The book on our Government’s 
actions will be closed for good and 
sealed and locked and handed over to 
safekeeping of those few whom George 
Bush trusts to keep a secret. 

Over the next couple of days, I will 
do my best to explain why retroactive 
immunity is so dangerous and, con-
versely, why it is so important to 
President Bush. But first it would be 
useful to consider the history of the 
bill before us, as I did at the outset of 
my remarks, and how it fits into the 
history of the President’s warrantless 
spying on Americans. 

For years, President Bush allowed 
Americans to be spied on with no war-
rant, no court order, and no oversight. 
The origins of this bill, the FISA 
Amendments Act, lie in the exposure of 
that spying in 2005. 

That year, the New York Times re-
vealed President Bush’s ongoing abuse 
of power. To quote from that investiga-
tion: 

Under a presidential order signed in 2002, 
the National Security Agency has monitored 
the international telephone calls and inter-
national e-mail messages of hundreds, per-
haps thousands of people inside the United 
States without warrants over the past 3 
years. 

In fact, we later learned that the 
President’s warrantless spying was au-
thorized as early as 2001. Disgraced 
former Attorney General Alberto 
Gonzales, in a 2006 white paper, at-
tempted to justify that spying. His ar-
gument rested on the specious claim 
that in authorizing the President to go 
to war in Afghanistan, Congress had 
also somehow authorized the President 
to listen in on the phone calls of Amer-
icans. But many of those who voted on 
the original authorization of force 
found this claim to new Executive pow-
ers to be laughable. 

Here is what former majority leader 
Tom Daschle wrote at the time or 
shortly thereafter: 

As Senate majority leader . . . I helped ne-
gotiate that law with the White House coun-
sel’s office over two harried days. I can state 
categorically that the subject of warrantless 
wiretaps of American citizens never came up. 
. . . I am also confident that the 98 senators 
who voted in favor of authorization of force 
against al Qaeda did not believe that they 
were also voting for warrantless domestic 
surveillance. 

Such claims to expand Executive 
power based on the authorization for 
military force have since been struck 
down by the courts. 

Recently, the administration has 
changed its argument, now grounding 
its warrantless surveillance power in 
the extremely nebulous authority of 
the President to defend the country 
that they find in the Constitution. Of 
course, that begs the question, exactly 
what doesn’t fit in under defending the 
country? If we take the President at 
his word, we would concede to him 
nearly unlimited power, power that be-
longs in this case in the hands of our 
courts. Congress has worked to bring 
the President’s surveillance program 
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back where it belongs—under the rule 
of law. At the same time, we have 
worked to modernize FISA and ease re-
strictions on terrorist surveillance. 

The Protect America Act, a bill at-
tempting to respond to the two- 
pronged challenge—poorly, in my 
view—passed in August. But it is set to 
expire this coming February. The bill 
now before us would create a legal re-
gime for surveillance under reworked 
and more reasonable rules. 

But crucially, President Bush has de-
manded that this bill include full ret-
roactive immunity for corporations 
complicit in domestic spying. In a 
speech on September 19, he stated that 
‘‘it’s particularly important for Con-
gress to provide meaningful liability 
protection to those companies.’’ In Oc-
tober, he stiffened his demand, vowing 
to veto any bill that did not shield the 
telecom corporations. And last month, 
he resorted to shameful, misleading 
scare tactics, accusing Congress of fail-
ing ‘‘to keep the American people 
safe.’’ That is absolutely outrageous. 
An American President, at a time when 
there are serious threats and reliable 
information that the threat still per-
sists, an American President is saying: 
Despite your efforts to modernize FISA 
by providing the additional tools we 
need for proper surveillance on ter-
rorist activities, I will veto this bill, I 
will deny you this legislation, if you 
don’t provide protection for a handful 
of corporations that violated the law. 
That is an incredible admission, the 
fact that he is willing to lose all of the 
efforts we are making to modernize 
FISA in order to grant retroactive im-
munity so you are not in a court of 
law. Who is putting the country at 
greater risk? That is what the debate is 
about. That is what the President has 
said. He will veto the bill if we don’t 
provide protection for a handful of cor-
porations that, for 5 long years, when 
their legal departments knew exactly 
what the law was—AT&T was involved 
in the drafting of the FISA legislation 
in 1978. How can that company possibly 
claim they didn’t know what the law of 
the land was when it came to FISA, 
going before the secret FISA courts, 
getting those warrants to allow for the 
Government to go in and do the proper 
surveillance and grant the immunity 
that these companies would receive 
under that kind of a situation. To 
avoid that court altogether was wrong. 
For 5 long years, they did that. 

Now the President says: I don’t care 
what Jay Rockefeller or what Kit Bond 
or what the Intelligence Committee 
has done to modernize FISA. If you 
don’t give me those protections I want 
for those handful of corporations, then 
you are not going to get this bill that 
modernizes the surveillance on ter-
rorist activity. 

The very same month, the FISA 
Amendments Act came before the Sen-
ate Select Committee on Intelligence. 
Per the President’s demand, it included 
full retroactive immunity for the 
telecom corporations. Don’t give me it, 

I will veto the bill. And the committee 
went along. Senator NELSON of Florida 
offered an amendment to strip that im-
munity and instead allow the matter 
to be settled in the courts. It failed on 
a 3-to-12 vote in committee. As it 
passed out of the Intelligence Com-
mittee by a vote of 13 to 2, the bill still 
put corporations literally above the 
law and assured that the President’s 
invasion of privacy would remain a se-
cret. 

At that time, I made public my 
strong objections on immunity, but the 
bill also had to pass through the Judi-
ciary Committee. Through an open and 
transparent process, the Judiciary 
Committee amended several provisions 
relating to title I and reported out a 
bill lacking the egregious immunity 
provisions. However, I am still con-
cerned that when Senator FEINGOLD 
proposed an amendment to strip immu-
nity for good, it failed by a vote of 7 to 
12 in the committee. 

So here we are, facing a final decision 
on whether the telecommunications 
companies will get off the hook for 
good without us ever knowing any-
thing more about it, because if you 
grant immunity, that is it. We will 
never learn anything else. The Presi-
dent is as intent as ever he was on 
making that happen. He wants immu-
nity back in this bill at all costs, in-
cluding a willingness to veto very im-
portant legislation, without the mean-
ingful provisions of this bill that would 
provide this country with the kind of 
protection and security we ought to 
have. He is willing to lose all of that. 
He is willing to trade off all of that to 
give a handful of corporations immu-
nity. 

What he is truly offering is secrecy in 
place of openness. Fiat in place of law. 
And in place of the forthright argu-
ment of judicial deliberation that 
ought to be this country’s pride, there 
are two simple words he offers: Trust 
me. 

I would never take that offer, not 
even from a perfect President. Because 
in a republic, power was made to be 
shared; because power must be bound 
by firm laws, not the whims of whom-
ever happens to sit in the Executive 
chair; because only two things make 
the difference between a President and 
a king—the oversight of the legislative 
body, and the rulings of the courts. 

It is why our Founders formed this 
Government the way they did, with 
three branches of government co-
equally sharing the powers to govern. 
Each is a check on the other. That is 
what the Founders had been through: 
the absence of that. 

‘‘Trust me.’’ Those two small words 
bridge the entire gap between the rule 
of law and the rule of men, and it is a 
dangerous irony that when we need the 
rule of law the most, the rule of men is 
at its most seductive. 

It is a universal truth that the loss of lib-
erty at home is to be charged to the provi-
sions against danger . . . from abroad. 

Let me repeat that. 

It is a universal truth that the loss of lib-
erty at home is to be charged to the provi-
sions against danger . . . from abroad. 

That is from James Madison, the fa-
ther of our Constitution. He made that 
prediction more than two centuries 
ago. If we pass immunity, and put our 
President’s word above the courts and 
witnesses and evidence and delibera-
tions, we bring that prophecy a step 
closer to coming true. 

I repeat it again: 
It is a universal truth that the loss of lib-

erty at home is to be charged to the provi-
sions against danger . . . from abroad. 

James Madison. 
So that is the deeper issue behind 

this bill. That is the source of my pas-
sion, if you will. I reject President 
Bush’s ‘‘trust me’’ because I have seen 
what we get when we accept it. 

I go back and mention just the maze, 
the list of egregious violations of the 
rule of law over the last 6 years. With 
that aside, were this a Democratic ad-
ministration that would suggest this, I 
would be as passionate about it, not be-
cause I distrust them necessarily but 
because once we succumb to the pas-
sions or the desires of the rule of men 
over the rule of law, then we trade off 
the most important fundamental es-
sence of who we are as a people. 

We are a nation of laws and not men. 
How many times have we heard that? 
You learn that in your first week of 
constitutional law. You learn in your 
American history class as a high school 
student the importance of the rule of 
law. If we walk away from that, then, 
of course, we walk away from who we 
are as a people. 

After all of that, President Bush, of 
course, comes to us in all innocence 
and begs, once again: Trust me. He 
means it literally. Here in the world’s 
greatest deliberative body only a small 
handful of Senators know even the 
barest facts; only a tiny minority of us 
have even seen the classified docu-
ments that explain exactly what the 
telecoms have done, exactly what ac-
tions we are asked to make legally dis-
appear. 

I have been a Member of this body for 
over a quarter of a century. I am a sen-
ior member of the Foreign Relations 
Committee. I have no right to see this? 
As a Member of this body, as a senior 
member of the Foreign Relations Com-
mittee, I am prohibited. Only the ad-
ministration can see this and one or 
two people here who are granted the 
right to actually see and understand 
what went on. 

So we are being asked as a body to 
blindly grant this immunity, take this 
issue away entirely so no one can ever 
learn anything more about 5 long years 
of millions—millions—of Americans, 
with their private phone conversations, 
their faxes, and e-mails. Every word ut-
tered is now being held and kept. And 
this administration knows it. The peo-
ple in charge of it know it. And we 
want to find out why this happened, 
who ordered this, who provided this. If 
we grant this immunity, we will never 
know the answers to those questions. 
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So as far as the rest of us—we are fly-

ing blind. And in that state of blind-
ness, we can only offer one kind of 
oversight. The President’s favorite 
kind: the token kind. And here, in the 
dark, we are expected to grant Presi-
dent Bush’s wish. Because, of course, 
he knows best. Does that sound famil-
iar to any of my colleagues? 

In 2002, we took the President’s word 
and faulty intelligence on weapons of 
mass destruction, and we mistakenly 
approved what has become the disaster 
in Iraq. 

Is history repeating itself in a small 
way today? Are we about to blindly le-
galize gravely serious crimes? 

If we have learned anything—if we 
have learned anything at all—it must 
be this: Great decisions must be built 
on equally strong foundations of fact. 
Of course, we are not voting to go to 
war today. Today’s issue is not nearly 
as immense, I would argue. But one 
thing is as huge as it was in 2002; and 
that is, the yawning gap between what 
we know and what we are asked to do. 

So I stand again and oppose this im-
munity—wrong in itself, grievously 
wrong, I would add, in what it rep-
resents: contempt for debate, contempt 
for the courts, and contempt for the 
rule of law. As I did in December, I will 
speak against that contempt as strong-
ly as I can. 

So I will reserve further debate and 
discussion for tomorrow, as we go for-
ward with this. I say this respectfully 
to my colleagues. I do not know if a 
cloture motion will be filed or not, but 
I hope there will be enough people who 
will join me. 

This bill can go forward without this 
immunity in it. And it ought to go for-
ward. There are some amendments that 
will be offered, some of which I will 
support. There are ideas to improve on 
the FISA provisions of the bill to see to 
it that the Foreign Intelligence Sur-
veillance Act will do exactly what we 
want it to do: to allow us to get that 
surveillance on those who would do us 
harm and simultaneously make sure 
that basic liberties are going to be pro-
tected. 

But I will do everything in my power, 
to the extent that any one Member of 
this body can, to see to it we do not go 
forward in the provision of this bill 
that grants retroactive immunity for 
the egregious misbehavior, to put it 
mildly, that went on here. 

The courts may prove otherwise. I do 
not know. Maybe someone will prove 
what they did turned out to be legally 
correct. But we are never going to 
know that if we, as a body—Democrats 
and Republicans—walk away from the 
rule of law and deny the courts of this 
land which have the ability to do this. 
The argument that you cannot rely on 
the courts to engage in a deliberation 
involving information that should be 
held secret is wrong. We have done it 
on thousands of cases over the years, 
and we can do it here. 

So I hope there will be those who will 
join me in saying to the President: If 

you want to veto this bill, go ahead. 
You veto it because you did not get 
your corporations’ immunity. You ex-
plain that to the American public, why 
we did not have the tools available 
that kept America safe from those who 
would do us harm—because a handful 
of corporations decided to violate the 
law, in my view, and did so because the 
Bush administration asked them to do 
that. You are going to veto this bill to 
deny us those tools that our intel-
ligence communities ought to have to 
protect American citizens at a dan-
gerous time. You make that decision. 

So when this debate continues to-
morrow, I will offer some additional 
thoughts in support of the Leahy 
amendment. I will be offering my own 
amendment, to strike retroactive im-
munity, and I will be considering other 
amendments along the way. 

If all of that fails, then I will engage 
in the historic rights reserved in this 
body for individual Members to talk 
for a while, to talk about the rule of 
law, and to talk about the importance 
of it. I do not think I have ever done 
this before. I have been here a long 
time, and I rarely engage in such ac-
tivities. I respect those who have. 

The Founders of this wonderful insti-
tution granted the rights of individual 
Senators to be significant, including 
the power of one Senator to be able to 
hold the floor on an important matter 
about which they care deeply. I care 
deeply about this issue. I think all of 
my colleagues do. I just hope they will 
care enough about it to see to it this 
bill does not go forward with the prece-
dent-setting nature of granting immu-
nity in this case. It is not warranted. It 
is not deserved. It was not a minor mis-
take over a brief period of time. 

There is a pattern of behavior, and it 
went on for too long, and it would still 
go on if it had not been for a report 
done by a newspaper and a whistle-
blower who stood up within the phone 
company, who had the courage to say 
this was wrong, or we would still be en-
gaged in these practices today. 

I think we as a body—Democrats and 
Republicans—need to say to this ad-
ministration, and all future adminis-
trations, that you are not going to step 
all over the liberties and rights of 
American citizens in the name of secu-
rity. That is a false choice, and we are 
not going to tolerate that and set the 
precedent tonight or tomorrow by 
agreeing to such a grant of immunity 
in this bill. 

Mr. President, I appreciate the pa-
tience of the Chair and yield the floor. 

f 

ADJOURNMENT UNTIL 9:30 A.M. 
TOMORROW 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate stands adjourned until 9:30 a.m. 
tomorrow. 

Thereupon, the Senate, at 7:39 p.m., 
adjourned until Thursday, January 24, 
2008, at 9:30 a.m. 

NOMINATIONS 
Executive nominations received by 

the Senate: 
DEPARTMENT OF DEFENSE 

ANITA K. BLAIR, OF VIRGINIA, TO BE AN ASSISTANT 
SECRETARY OF THE NAVY, VICE WILLIAM A. NAVAS, JR., 
RESIGNED. 

DEPARTMENT OF STATE 
MARGARET SCOBEY, OF TENNESSEE, A CAREER MEM-

BER OF THE SENIOR FOREIGN SERVICE, CLASS OF MIN-
ISTER-COUNSELOR, TO BE AMBASSADOR EXTRAOR-
DINARY AND PLENIPOTENTIARY OF THE UNITED STATES 
OF AMERICA TO THE ARAB REPUBLIC OF EGYPT. 

D. KATHLEEN STEPHENS, OF MONTANA, A CAREER 
MEMBER OF THE SENIOR FOREIGN SERVICE, CLASS OF 
MINISTER-COUNSELOR, TO BE AMBASSADOR EXTRAOR-
DINARY AND PLENIPOTENTIARY OF THE UNITED STATES 
OF AMERICA TO THE REPUBLIC OF KOREA. 

DEPARTMENT OF JUSTICE 
STEVEN G. BRADBURY, OF MARYLAND, TO BE AN AS-

SISTANT ATTORNEY GENERAL, VICE JACK LANDMAN 
GOLDSMITH III, RESIGNED. 

IN THE AIR FORCE 
THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 

IN THE UNITED STATES AIR FORCE TO THE GRADE INDI-
CATED UNDER TITLE 10, U.S.C., SECTION 624: 

To be major general 

BRIG. GEN. CECIL R. RICHARDSON, 0000 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
IN THE RESERVE OF THE AIR FORCE TO THE GRADE INDI-
CATED UNDER TITLE 10, U.S.C., SECTION 12203: 

To be brigadier general 

COL. ROBERT G. KENNY 

THE FOLLOWING NAMED OFFICERS FOR APPOINTMENT 
IN THE RESERVE OF THE AIR FORCE TO THE GRADE INDI-
CATED UNDER TITLE 10, U.S.C., SECTION 12203: 

To be brigadier general 

COL. DANIEL P. GILLEN, 0000 
COL. MICHAEL J. YASZEMSKI, 0000 

THE FOLLOWING NAMED OFFICERS FOR APPOINTMENT 
IN THE RESERVE OF THE AIR FORCE TO THE GRADE INDI-
CATED UNDER TITLE 10, U.S.C., SECTION 12203: 

To be major general 

BRIGADIER GENERAL ROBERT B. BARTLETT, 0000 
BRIGADIER GENERAL THOMAS R. COON, 0000 
BRIGADIER GENERAL JAMES F. JACKSON, 0000 
BRIGADIER GENERAL BRIAN P. MEENAN, 0000 
BRIGADIER GENERAL CHARLES E. REED, JR., 0000 
BRIGADIER GENERAL JAMES T. RUBEOR, 0000 

THE FOLLOWING NAMED OFFICERS FOR APPOINTMENT 
IN THE RESERVE OF THE AIR FORCE TO THE GRADE INDI-
CATED UNDER TITLE 10, U.S.C., SECTION 12203: 

To be brigadier general 

COLONEL ROBERT S. ARTHUR, 0000 
COLONEL GARY M. BATINICH, 0000 
COLONEL RICHARD S. HADDAD, 0000 
COLONEL KEITH D. KRIES, 0000 
COLONEL MURIEL R. MCCARTHY, 0000 
COLONEL DAVID S. POST, 0000 
COLONEL PATRICIA A. QUISENBERRY, 0000 
COLONEL ROBERT D. REGO, 0000 
COLONEL PAUL L. SAMPSON, 0000 

IN THE MARINE CORPS 

THE FOLLOWING NAMED OFFICERS FOR APPOINTMENT 
IN THE UNITED STATES MARINE CORPS TO THE GRADE 
INDICATED UNDER TITLE 10, U.S.C., SECTION 624: 

To be major general 

BRIGADIER GENERAL RANDOLPH D. ALLES, 0000 
BRIGADIER GENERAL JOSEPH F. DUNFORD, JR., 0000 
BRIGADIER GENERAL ANTHONY L. JACKSON, 0000 
BRIGADIER GENERAL PAUL E. LEFEBVRE, 0000 
BRIGADIER GENERAL RICHARD P. MILLS, 0000 
BRIGADIER GENERAL ROBERT E. MILSTEAD, JR., 0000 
BRIGADIER GENERAL MARTIN POST, 0000 
BRIGADIER GENERAL MICHAEL R. REGNER, 0000 
BRIGADIER GENERAL MELVIN G. SPIESE, 0000 

IN THE AIR FORCE 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
AS DIRECTOR OF ADMISSIONS AT THE UNITED STATES 
AIR FORCE ACADEMY IN THE GRADE INDICATED UNDER 
TITLE 10, U.S.C., SECTIONS 9333 (C) AND 9336 (B): 

To be colonel 

CHEVALIER P. CLEAVES, 0000 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
TO THE GRADE INDICATED IN THE RESERVE OF THE AIR 
FORCE UNDER TITLE 10, U.S.C., SECTION 12203: 

To be colonel 

JAWN M. SISCHO, 0000 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
TO THE GRADE INDICATED IN THE RESERVE OF THE AIR 
FORCE UNDER TITLE 10, U.S.C., SECTION 12203: 

To be colonel 

JOAQUIN SARIEGO, 0000 
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